
The design and delivery of the exercise includes 
the following steps:  

•   Scoping call to identify key priorities, timeline and 
participants from organization

•   1-2 stakeholder interviews to ensure the exercise is 
tailored to organizational needs and incorporates key 
operations and systems

•   Development and virtual delivery of a 2-hour tabletop 
exercise focusing on the operational, financial, insurance, 
technical and/or business impacts of a cyber incident, fully 
tailored for different needs

•   60-minute post exercise discussion providing high level 
observations and recommendations
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QBE tabletop exercises are flexibly designed and can be tailored to a leadership, 
technical or operational audience. Exercises are delivered virtually and take 
participants through a simulated cyber incident, focusing on financial, operational, 
technical and reputational factors that can impact core organizational objectives.

Being prepared for a cyber incident requires an understanding of evolving risks  
and awareness of key decisions and challenges that arise. QBE’s comprehensive 
approach provides practical insights–from initial notification to full restoration–to  
help organizations prepare for, manage and recover from a cyber incident.

Opportunity 

Tabletop exercises are available to all 
QBE Primary Cyber insurance customers 
paying $100K+ in premium.

For more information 

Please contact: 

QCyberServices@qbe.com

Tailored Tabletop  
exercises
People focused cyber resilience

QBE CyberServices

Cyber incidents can challenge core organizational goals. QBE tailored tabletop exercises are 
collaboratively designed to focus on each organizations’ unique needs and key cyber risk  
priorities  - getting  to the heart of what’s at risk.  
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